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I. Introduction 

This document sets out Regency Asset Management (Cyprus) Limited (hereafter “the Company”) procedures on Chinese Walls, “Inside” Information, and Conflicts of Interest. These procedures provide minimum standards for these matters within the Company to ensure that “Inside” Information are properly dealt with and that clients are treated fairly. 

The Company makes a dedicated effort to ensure that its employees understand and adhere to applicable laws and regulations as well as general ethical standards (such as rules pertaining to proper market conduct). These procedures apply to all management and staff. 

Terminology used

The terminology used is described below. 

Conflicts of Interest

Within the context of these procedures, three main types of conflicts are considered:

· conflicts between the interests of two or more clients serviced by the Company 

· conflicts between the interests of the Company (or its employees) and the interests of one or more clients. 

“Inside” Information

Certain information received by the Company in the course of its activities may be "inside" information. For purposes of the Company's policies and procedures, "inside" information includes “non-public information” provided to the Company by an external source such as a client, or other third party with the expectation that the Company will keep the information confidential and use it only for the benefit of the client or third party.

“Proprietary” Information

Certain information possessed by the Company’s employees is proprietary to the Company. Such information may include unpublished research information, opinions, and recommendations; the Company's security positions; the Company's investment or trading strategies or decisions; pending or contemplated client orders; unpublished analyses of companies, industries or economic forecasts; and analyses done by research personnel of companies that are potential acquirers of other companies or their assets or companies that are possible candidates for acquisition, merger, or sale of assets.

“Non-public” Information

Unless information has been publicly disclosed, such as by means of a press release, Reuters press services, in a newspaper, in a public filing made with a regulatory agency, in materials sent to shareholders or potential investors such as a proxy statement or prospectus, or in materials available from public disclosure services, Company associated persons should assume that all information obtained in the course of their employment by the Company should be considered non public information.

“Made public” information

Information which is “made public” includes information published in accordance with the rules of a regulated market, or information contained in records which are available to the public or information that can be easily obtained by investors, or information derived from public information.

II. Prevention of Conflicts of Interest Situations

The following policies are followed regarding the prevention of conflict of clients’ interests:

· The Company maintains different departments. Each department’s officer is responsible for gathering relevant information and executing the deals as well as for the department’s operational independence from the other departments of the Company.

· The Company will identify the circumstances which may give rise to a material conflict of interest, based on its specific investment and ancillary services and will specify the measures adopted in order to manage such conflicts.

· There is a clear distinction between the different departments’ operations as these are described in the procedures manual and in the job description of each department’s officer. In this way it is secured that counterfeiting or hiding information from investors is minimised and inappropriate influence is limited.

· There is separate supervision of relevant officers whose principal functions involve carrying out activities on behalf of, or providing services to, clients whose interests may conflict, or who otherwise represent different interests that may conflict, including those of the firm

· The security features of the system (as described in the IT Policy) prevents unauthorised access to sensitive information in order to benefit the Company over its clients.

· The employees of the Company are prohibited from investing in securities for which they have access to “non-public” or confidential information. Transactions by the Company’s employees are neither performed nor executed by themselves, but by another member of staff of the Company. Employees are also prohibited to keep investor accounts in other Investing Firms without the Company’s prior authorisation and are obliged to bring this to Company’s attention. 
· Each member of staff of the Company signs a confidentiality agreement.

· Absence of any direct link between the remuneration of relevant persons principally engaged in one activity and the remuneration of or revenues generated by, different relevant persons principally engaged in another activity, where a conflict of interest may arise in relation to those activities

· All executives and members of staff of the Company must declare to the Company any special participation they may possess in the share capital of any company in which the Company is also a shareholder.

· All executives and members of staff of the Company must declare to the Company any relation (up to second degree relation) to any major shareholder or member of the Board of any company in which the Company has special participation.

· All executives and members of staff of the Company must declare to the Company any relation (up to second degree relation) to other members of staff of other departments of the Company.

· The company will clearly disclose the general nature and/or sources of conflicts of interest to the client before undertaking business on its behalf, in case the organisational and administrative arrangements are not sufficient.

· The conflicts of interest policy is established and communicated to all personnel and management. The policy includes issues specified explicitly by CySEC as also company procedures (for example, how to handle conflicts of interests issues). 

· The policy also takes into account any circumstances, of which the firm is or should be aware, which may give rise to a conflict of interest arising as a result of the structure and business activities of other members of the Group.

· The employees of the Company are prohibited from being involved in situations which may result to 

a. a financial gain at the expense of the client, 

b. an interest of the employee from the outcome of a service provided to clients 

c. favouring the interest of a client at the expense of another client 

d. an employee carrying on the same business as the client.

e. receipt of an inducement in relation to a service provided to clients

III. General Responsibilities for Compliance

Management is responsible for the effective implementation and supervision of these procedures as well as the policies and procedures developed.
The Compliance Officer is responsible to review the implementation of the policies and suggest changes to the policy where necessary. In addition, the Compliance Officer is responsible to report to senior management incidents pertaining to violation of the policy.

IV. “Inside” Information

The employees of the Company are prohibited from misusing "inside" or non-public "proprietary" information as such terms are defined above. 
The following provisions should therefore be adhered to:

· No associated person may purchase or sell a security or cause the purchase or sale of a security for any account while in possession of “inside” information relating to that security. 

· No associated person may recommend or solicit the purchase or sale of any security while in possession of “inside” information relating to that security. 

· No associated person may disclose “inside” information to others, except disclosures made in accordance with the Company's policies and procedures to other Company personnel or persons outside the Company who have a valid business reason for receiving such information. 

· No associated person may purchase or sell or cause the purchase or sale of a security for an employee or employee-related account or a proprietary account of the Company or an account over which an employee exercises investment discretion, while in possession of “proprietary” information concerning a contemplated block transaction in the security or for a client account when such client has been provided such information by any associated person.
V. Chinese Walls 

The Company has established policies, procedures and physical arrangements (collectively ‘Chinese Walls’) designed to manage confidential information and prevent any misuse of “inside” information.

In particular the management and employees of the Company should:

· Avoid discussing confidential information in public places such as elevators, hallways, restrooms, or at social gatherings;

· To the extent practicable, limit access to the Company's offices where confidential information could be observed or overheard to Company associated persons with a business need for being in the area;

· Avoid using speakerphones in areas where unauthorized persons may over hear conversations;

· Where appropriate, maintain the confidentiality of client identities by using code names or numbers for confidential projects;

· Exercise care to avoid placing documents containing confidential information in areas where they may be read by unauthorized persons and store such documents in secure locations when they are not in use;

· Destroy copies of confidential documents no longer needed for a project or not otherwise required to be maintained under federal securities laws;

· Access to the firm’s records and offices shall be restricted only to employees who need access to such information and to clients when accompanied by an employee.

· When documents containing non-public material information are to be disposed of, they shall be destroyed by shredding or some other secure manner which can prevent readable copies from accidentally falling in the hands of non-insiders.

VI. Fair Treatment of Clients

The Company and its employees should ensure that the clients are treated fairly. To ensure client’s fair treatment, the Company has introduced the following procedures:

· Notification procedures for the employees of the Company regarding their shareholdings, trading accounts opened with the Company, etc

· Disclosure of a conflict of interest to clients

· Placing client interests first

· Establishing Chinese Walls

· Segregation of Company’s assets from clients’ assets

VII. Specific Trading Limitations

· No purchase or sale of securities may be made for an employee or employee-related account if the transaction is prohibited by the Company’s Restricted List. Employees should check whether a security is on the Restricted List before making a purchase or sale for an employee or employee-related account.

· With respect to securities on the Company's Watch List, the employee or employee-related account should not trade with these securities within the first three (3) days after the securities have been placed on the Watch List.

· No purchases or sales of securities should be made for an employee or employee-related account based on information learned from clients or derived from clients’ accounts.

· No purchase or sale of securities may be made for an employee or employee-related account if the employee knows or has reason to know that a security is the subject Company’s research.

The General Manager of the Company has the overall responsibility for developing and maintaining policies and procedures for handling inside and proprietary information. These policies and procedures should be implemented by all members of staff of the Company.

VIII. Watch List and Restricted List

The Watch List is a list of securities for which the Company may have received material confidential information. This usually concerns transactions in which the Company has performed deals or provided advice. The Company may also have other reasons to believe that the trading activity in these securities needs to be monitored.

The Watch List is ordinarily used to facilitate the monitoring of, without restricting, research and trading and other activities in those securities in order to monitor compliance with the procedures of the Company regarding insider trading and Chinese Walls. 

The Restricted List is a list of securities, which are subject to restrictions in handling client orders, as well as for personal and related accounts. The placement of a security on the Restricted List generally restricts trading in the specific classes of the security.

The Compliance Officer is responsible for updating and maintaining the Restricted and Watch Lists.

When a security has been placed on the Watch List or Restricted List, the Company conducts a review of transactions, including transactions in personal accounts and in client accounts that involves the securities.

The Company conducts a daily review of client transactions as well as employee transactions which may involve securities listed on the Watch List and/or Restricted List. 

IX. Interrelation of Topics
Chinese Walls, Confidential Information, Inside Information and Conflicts of Interest are closely interrelated in the sense that Confidential Information can on occasion constitute Inside Information. In addition, having access to either Confidential or Inside Information can lead to a Conflict of Interest situation.

Chinese Walls help to control the circulation of Confidential and Inside Information and they also help to manage (potential) Conflicts of Interest. 

X. Record of Conflicts of Interest 

In an effort to recognize and mitigate the conflicts of interest that may arise between the client and the company or the client themselves the Company will maintain and regularly update a record of the conflicts of interest. the investment or ancillary services which may give rise to a conflict of interest, which may be detrimental to the interest of one or more of its clients.

XI. Inducements

Inducements are defined by the Law as fees, commissions or non-monetary benefits (goods or services) which are not paid by the client within the normal course of business. In order to avoid giving rise to any conflicts of interest because of inducements the Company will ensure that:

· The method of calculating the fee, commission or benefit will be disclosed to the client, in a manner which is accurate, comprehensive and clearly understandable.

· The fee, commission or benefit is designed to enhance the quality of the relevant service to the client and will not impair the best interest of the client.

· All fess charged in the course of providing services such as custody costs, settlement and exchange fees, legal fees will be charged in accordance with the best interest of the client.
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